

SA WG2 Temporary Document
Page 3

SA WG2 Meeting #S2-153E	S2-2208774
10 - 17 Oct, 2022, E-Meeting	
[bookmark: _Hlk513714389]Source: 	Ericsson, LG Electronics
Title: 	KI #4: Conclusion of Key Issue #4
Document for: 	Agreement	
Agenda Item: 	9.4
Work Item / Release:	FS_eNPN_Ph2 / Rel-18
Abstract of the contribution: This paper proposes a conclusion for Key Issue #4.
Discussion
This paper based on the current evaluation for Key Issue#4 proposes conclusion to support UE discover/select/access hosting network.
Proposal
Add the following conclusion to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc113020911][bookmark: _Toc16839388][bookmark: _Toc21087547][bookmark: _Toc23326080][bookmark: _Toc25934686][bookmark: _Toc26337066][bookmark: _Toc31114363][bookmark: _Toc43392851][bookmark: _Toc43475650][bookmark: _Toc50559367][bookmark: _Toc54940734][bookmark: _Toc54952449][bookmark: _Toc57233901][bookmark: _Toc68069211][bookmark: _Toc101340469]8.4	Key Issue #4: Enabling UE to discover, select and access NPN as hosting network and receive localized services
Editor's note:	Conclusions for Key issue #4 are FFS.
[bookmark: _Toc113020901]8.4.1	General
The conclusion for KI #4 is made for each component that evaluated in clause 7.4.

[bookmark: _Toc113020902]8.4.2	Conclusion for the content of the localized service information
The following principles based on the evaluation in clause 7.4.2 are recommended for the normative work:
1.	The localized service information is provided to UE for UE to discover and select hosting network to receive desired localized service. The content of the localized service information can include the following elements:
a.	Identifier/name of the localized service.
b.	Validity conditions for the localized service, e.g. time and location.
c.	Hosting network related information, per hosting network:
i.	hosting network identifier, e.g. SNPN ID;
ii.	credential type supported for accessing the hosting network, e.g. CH credentials, onboarding credentials;
iii.	optionally, QoS, additional hosting network SIB information, etc.
Editor's Note:	It is FFS what the additional hosting network SIB information includes, e.g. in case of PNI-NPN hosting network, whether it is beneficial to provide CAG information within the localized service information, given that there is existing procedure to update UE with CAG information.
Editor's note:	It is FFS whether more hosting network related information can be sent as to better enable a user selection, e.g. cost to access the hosting network for the localized service.

[bookmark: _Toc113020903]8.4.3	Conclusion for from where and how UE obtains the localized service information
The following principles based on the evaluation in clause 7.4.3 are recommended for the normative work:
1.	The localized service information is formulated as application data that can be stored in either home network or serving network.
2.	The external parameter provisioning procedure in TS 23.502 [4] clause 4.15.6 is extended to support the provisioning of localized service information to home or serving network, or the OAM method is used to provision the data to home/serving network.
3.	The localized service information can be preconfigured in the UE or dynamically provisioned via signaling. For dynamic provisioning, the UE requests the desired application data (e.g. by specifying the identifier or name of the localized service) from either home network or serving network via new UE policy.
NOTE:	How UE obtains localized service identifier or name to make the request for dynamic provisioning is out of 3GPP scope.
4.	Serving network verifies that the localized service for the UE is authorized by home network before provisioning UE with localized service information.
Editor’s Note:	It is FFS whether home network authorization is needed for UE to obtain localized service information, as home network authorization can be done during hosting network selection.
Editor's Note:	It is FFS whether UE can additionally fetch localized service information from hosting network e.g. via SIB, or via new UE policy.
[bookmark: _Toc113020904]8.4.4	Conclusion for how the localized service information is used by UE
The following principles based on the evaluation in clause 7.4.4 are recommended for the normative work:
1.	If UE uses home network credential to access hosting network:
a.	When end user intends to access localized service and the validity conditions of localized service are met, the UE initiates hosting network selection using the hosting network related information received as part of the localized service information.
NOTE:	Whether a new network selection mode is required for UE to initiate hosting network selection is to be determined by WG CT1.
NOTE:	Details regarding priority list for hosting network selection is up to WG CT1 to decide.
b.	Hosting network selection needs to be authorized by home network, via UE initiated SoR procedure with SoR information including certain authorized criteria e.g. time.
Editor's Note:	It is FFS whether the home network authorization is needed before UE performs manual selection of a hosting network, and for how the home network rejects accessing hosting network when a UE registers to a hosting network via manual selection and the UE is not authorized to access hosting network.
c.	When authorized criteria of the hosting network selection are no longer met, UE stops hosting network selection and resumes regular PLMN or SNPN network selection.
2.	If UE needs to obtain new set of credential/subscription to access hosting network:
a.	It is up to UE implementation to decide how to switch to the new subscription profile for accessing hosting network.

8.4.5	Conclusion for what credentials are used to access hosting network and how to obtain them
The following principles based on the evaluation in clause 7.4.X are recommended for the normative work:
1.	The UE checks whether it is possible to re-use home network credentials to access the hosting network:
a.	If the hosting network is an SNPN, and the hosting network related information indicates support of CH credentials, the UE determines home network credential can be re-used if the SNPN ID of the hosting network is included in the SNPN priority lists associated with home network subscription.
b.	If the hosting network is a PNI-NPN, it is assumed to be supported by existing roaming principles.
2.	If new credential for accessing hosting network is needed:
a.	if the UE is registered in a serving network, then the UE request PVS information by indicating the selected hosting network(s) or selected localized service(s) during PDU session establishment.
b.	if the UE accesses hosting network using Default UE credential, then the UE performs SNPN onboarding, and additionally the UE request PVS information by indicating the selected localized service(s) during PDU session establishment.

8.4.6	Conclusion for how localized service is accessed in hosting network per agreed conditions
The following principles based on the evaluation in clause 7.4.Y are recommended for the normative work:
1.	Validity conditions provided to the UE as part of the localized service information can be used to restrict the UE's access of the hosting network.
2.	Existing methods, such as network slicing, forbidden area restriction, service area restriction, CAG, LADN, URSP rules can also be utilized to restrict UE's access, i.e. no need for additional normative work for access control in hosting network.
*** END CHANGES ***


























OLD text:

The following principles based the evaluation are recommended for the normative work:
-	The localized service information provided to UE can include the following elements. 
-	Identifier/name of the localized service.
-	Validity conditions for the localized service, e.g. time and location.
-	Hosting network related information, for UE to determine hosting network selection, and obtain credentials if required.
-	hosting network identifier, e.g. SNPN ID;
-	credential type supported for accessing the hosting network, e.g. CH credentials, onboarding credentials;
-	optionally, QoS, cost, hosting network SIB, etc.
-	The individual element of localized service information is used as below:
-	UE requests localized service information (e.g. by specifying the identifier of the localized service ), and the network provides the information based on the UE request.
-	The validity conditions are used for UE to determine when and where to initiate hosting network selection procedure, and also used for limiting the UE access in hosting network per agreement. 
-	Hosting network related information is an input for UE to determine hosting network selection, e.g. priority list for hosting network selection. It also indicates whether UE needs to obtain new credentials for accessing the hosting network.
-	The localized service information is formulated as application data that can be stored in either home network or serving network. UE requests the application data from either home network, or serving network via new UE policy. Serving network verifies the localized service for the UE is authorized by home network before provisioning UE with localized service information.
-	When UE is intended to access localized service, the UE performs hosting network selection using the hosting network related information received as part of the localized service information and bypasses existing network selection procedure. Hosting network selection needs to be authorized by home network, with certain criteria e.g. time.
NOTE:	Details regarding priority lists for hosting network selection is up to WG CT1 to decide.
-	If hosting network related information indicates support of CH credentials, UE checks whether possible to re-use home network credential to access the hosting network. In case new credential is needed, UE requests specific hosting network credential or credential/configuration for SNPN onboarding via User Plane Remote Provisioning procedure.
-	Validity conditions provided as part of the localized service information can be used to restrict the UE access in hosting network. Existing methods, such as network slicing, forbidden area restriction, service area restriction, LADN, URSP rules can also be utilized to restrict UE access, i.e. no need for extra normative work for access control in hosting network.
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